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Research Topic 
Computer Security 
 
Research Problem 
What does it mean for a network to be secure? 
 
Problem Statement 
Given a body of research in the area of Computer Security, construct a definition of 
secure that can be used to measure the quality of different proofs and protocols. 
 
Problem Description 
Define the theoretic basis for security practice.  This includes defining what secure means 
in the context of network communication.  Given a definition determine if a system is 
secure.  Proofs and protocols are used to verify the security of machines accessing the 
network.  Different proofs and protocols are better than others under certain conditions 
and assumptions. 
 
Computer Science Perspective 
This is an important issue in computer science as people rely more and more on 
electronic, networked communication and less on face-face communication.  This 
research is central to maintaining secure computer networks widely used in banking, 
defense, and many other applications. 
 
Disciplines Actively Involved 
Mathematics 
 
Other Discipline Involved 
Cryptography is widely used in this research.  Cryptography is an application of abstract 
algebra (mathematics) that studies message secrecy.  Issues in complexity theory and 
information theory are also used in this research. 
 
Actively Involved Discipline is defined as a discipline associated with an investigator 
working on the research problem. 
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